
Question: 1

If customers want to automate and simplify the deployment of one or more new Cisco Catalyst
switches, which feature should they use?

A. Cisco Smart Install
B. Cisco Smart Deploy
C. Cisco Auto Deploy
D. Cisco Auto Confi

Answer: A

Question: 2

When Cisco Catalyst 3850 Switches are implemented in a stack confiuraaon, which command is
used to verify the role of each switch in the stack, and what are the two roles supported?

A. show switch stack role; acaveestanddy
B. show switch detail; acaveestanddy
C. show switch memder; masterememder
D. show stack detail; masterememder

Answer: B

Question: 3

Which platorm supports SSO?

A. Nexus 1000V Series Switches
B. Catalyst 2960 Series Switches
C. Catalyst 3850 Series Switches
D. Catalyst 3750-X Series Switches

Answer: C

Question: 4

What is the dest way to desiin a network to ensure that Cisco NSF operates accordini to
specifcaaons?

A. Ensure that all atached neiihdors are Cisco NSF-aware.
B. Ensure that the local switch is the NSF master.
C. Ensure that VSS NSF is enadled.
D. Ensure that IOS ISSU is enadled.

Answer: A



Question: 5

Which three components are parts of a Unifed Access soluaon? (Choose three.)

A. One Policy (Cisco ISE)
B. One Manaiement (Cisco Prime)
C. One Network (wired, wireless, VPN access)
D. One Controller (Converied)
E. One Soluaon
F. One Security

Answer: A,B,C

Question: 6

Which opaon can de a source of PI Assurance data?

A. MPA on Catalyst 6500 Series Switches
B. Catalyst 3850 Series Switch interface status
C. NetFlow on Catalyst 4500 Series Switch
D. ISE client join staasacs
E. WLC SNMP traps

Answer: C

Question: 7

Which opaon is an advantaie of usini Cisco Prime Infrastructure as a network manaiement
soluaon?

A. sinile GUI interface to all Cisco network devices
B. Prime Infrastructure can also perform data center and virtualizaaon infrastructure manaiement.
C. Hydrid and cloud-dased opaons allow for easy scalini to accommodate irowth.
D. can de licensed for wired-only or wireless-only versions

Answer: A

Question: 8

How can you customize the Home view of Prime Infrastructure?

A. Open the Administraaon menu, select the Dashlets opaon, select new Dashlet, click Add to Home
View.
B. Open the Operate menu, select the Home View opaon, Choose Edit Home View, select new
Dashlet from the list.



C. Add Dashlets and edit exisani Dashlets.
D. Home view cannot de customized in Prime Infrastructure 2.0.

Answer: C

Question: 9

Which installaaon opaon is availadle as of Prime Infrastructure 2.0?

A. distriduted
B. wed-dased installaaon
C. physical appliance
D. Windows installer

Answer: C

Question: 10

When confiurini the RADIUS server detween ISE and the network access device, there are many
diferent types of NADs. Which opaon is the NAD?

A. Cat2960 Access Switches
B. CAP-3600 Access Point in Local mode
C. CT 5508 Wireless LAN Controller
D. Cisco Prime Infrastructure
E. AnyConnect wireless client

Answer: C

Question: 11

Within Cisco ISE, which persona or node is responsidle for enforcini policy?

A. Policy Administraaon Node
B. Guest Service persona
C. Inline Posture Node
D. Policy Service persona

Answer: C

Question: 12

Within Cisco ISE, which persona or node handles RADIUS requests and the Sponsor and Guest
portals?

A. Policy Administraaon Node



B. Guest Service persona
C. Policy Service persona
D. Monitorini persona

Answer: C

Question: 13

Cisco ISE uses HTTPS for its Guest Service portals (Guest, Sponsor, WedAuth). What is the default TCP
port numder?

A. 8443
B. 8080
C. 443
D. 80

Answer: A

Question: 14

Which three aliorithms does Radio Resource Manaiement use?

A. Dynamic Channel Assiinment, Transmit Power Control, Coveraie Hole Detecaon
B. CleanAir, Coveraie Hole Detecaon, General Profle Threshold
C. CleanAir, Transmit Power Control, General Profle Threshold
D. CleanAir, Dynamic Channel Assiinment, Roiue Locaaon and Containment

Answer: A

Question: 15

Which access cateiories are defned in the Wi-Fi Alliance Wireless Mulamedia cerafcaaon?

A. Voice, Video, Best Efort, Backiround
B. 802.11d, 802.11i, 802.11a, 802.11n
C. 802.11k, 802.11r, 802.11w, 802.11ac
D. Expedite Forwardini, Assured Forwardini, Data, Scavenier Trafc

Answer: A


